# Annex III - Application form to connect to the EU Digital COVID Certificate Gateway (EU DCCG)

# Legal basis of this document

This application form is submitted to the European Commission pursuant to Articles 4 and 8 of the Regulation (EU) 2021/953 of the European Parliament and of the Council of 14 June 2021 on a framework for the issuance, verification and acceptance of interoperable COVID-19 vaccination, test and recovery certificates (EU Digital COVID Certificate) to facilitate free movement during the COVID-19 pandemic.

# Applicant and letter of intent

As representative of the third country indicated below, I hereby express its will and intent to participate in and join the EU Digital COVID Certificate (DCC) infrastructure and to connect to the EU DCC Gateway. I hereby confirm the country’s readiness to comply with the technical specifications, security requirements and rules of the EU DCC infrastructure, established in Articles 4 and 8 of the EU DCC Regulation and any implementing acts adopted pursuant to these Articles. I further confirm that prior to the adoption of the implementing acts, the country will comply with technical specifications and guidelines as adopted by the eHealth Network.

## Country representative submitting this application form

|  |  |
| --- | --- |
| Country |  |
| Name of institution |  |
| Name, Surname |  |
| Function |  |
| Postal address |  |
| Email address |  |
| Phone number |  |

## Date and signature

|  |  |
| --- | --- |
| Date and place |  |
| Signature |  |

# Accountable entities, contact persons

## Accountable entity for the operations of the national DCC backend and its representative

If there is a legal act providing the mandate to the described accountable entity to operate the national backend, provide a reference to the legal act and include any further clarification:

|  |
| --- |
|  |

In all other cases, explain the mandate and include additional documents supporting this statement as annexes:

|  |
| --- |
|  |

## Business contact

### Main contact

|  |  |
| --- | --- |
| Name of institution |  |
| Name, Surname |  |
| Function |  |
| Postal address |  |
| Email address |  |
| Phone number |  |

### Stand-in person

|  |  |
| --- | --- |
| Name of institution |  |
| Name, Surname |  |
| Function |  |
| Postal address |  |
| Email address |  |
| Phone number |  |

## Technical contact

### Main contact

|  |  |
| --- | --- |
| Name of institution |  |
| Name, Surname |  |
| Function |  |
| Postal address |  |
| Email address |  |
| Phone number |  |

### Stand-in person

|  |  |
| --- | --- |
| Name of institution |  |
| Name, Surname |  |
| Function |  |
| Postal address |  |
| Email address |  |
| Phone number |  |

## Service desk

The service desk may be contacted by the DCCG Service Desk in case of (security) incidents potentially caused by the national backend:

|  |  |
| --- | --- |
| Name of institution |  |
| Name of the service desk |  |
| Functional email address |  |
| Phone number |  |
| Business time of operation |  |

# Dates

|  |  |  |
| --- | --- | --- |
| **Milestone/target** | **Date(yyyy-mm-dd)** | **Status or additional comment** |
| **DCC gateway** |  |  |
| Requested date to connect the production backend system to the DCCG (connectivity) |  |  |
| Planned date to finalize the Go-Live (first Digital Signature Certificate registration) |  |  |
| **Digital Covid Certificates** |  |  |
| Issuance of DCC-compliant Vaccination certificates to citizens |  |  |
| Issuance of DCC-compliant Test certificates to citizens |  |  |
| Issuance of DCC-compliant Recovery certificates to citizens |  |  |
| Availability of the Verifier app |  |  |
| Availability of the Wallet app (if any) |  |  |
| Communication activities to the general public |  |  |

# Connection and certificates

For the Production environment, Applicant Country will provide at least three certificates (Transport Layer, Signature and at least one CSCA) to the DCCG operator.

## TLS (authentication) certificate

|  |  |
| --- | --- |
|  | Production environment |
| Provided by Certificate Authority |  |
| Validity from/until |  |
| Fingerprint |  |

## Signature (upload) certificate

|  |  |
| --- | --- |
|  | Production environment |
| Provided by Certificate Authority |  |
| Validity from/until |  |
| Fingerprint |  |

## CSCA certificate(s)

Make as many copies of this section as needed.

|  |  |
| --- | --- |
|  | Production environment |
| Provided by Certificate Authority |  |
| Validity from/until |  |
| Fingerprint |  |